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Abstract - Authentication Hiding Method for Web portal, 

which is implemented in ASP .NET platform. This website 

is implemented with basic features that are present in 

every online shopping sites. Main idea of this project is to 

sell products under different category through online. As 

the usage of internet is growing day by day users are 

interested in using internet for buying and selling goods 

which is a time saving process. In recent years sites like 

snap dialect had grown rapidly in this field. This 

application is designed with features like placing orders, 

add modify delete and cancel orders from the list, 

subscription option for receiving latest deals to email. This 

project secured online shopping system that gives the 

Internet users the confidence to use their online shopping 

cards or their credit cards without the need to worry 

about the hackers or the online shopping frauds. This is a 

web application used by a company to sell products through 

internet. Customer can select and place order for a 

product, which are then delivered to the customer. Upon 

the delivery of the product customer is expected to pay. 

Extending the original database for sensitive item set 

hiding is proved to provide optimal solutions to an 

extended set of hiding problems compared to previous 

approaches and to provide solutions of higher quality. 

Moreover, the application of binary integer 

programming enables the simultaneous hiding of the 

sensitive item sets and thus allows for the identification of 

globally optimal solutions. 

Index Terms – Authentication, Online Shopping, Binary 

Integer Programming Model. 

 

I. INTRODUCTION 

Authentication Hiding Method for Web portal, which is 

implemented in ASP.NET platform. This website is 

implemented with basic features that are present in every 

online shopping site. Main idea of this project is to sell 

products under different category through online. As the usage 

of internet is growing day by day users are interested in using 

internet for buying and selling goods which is a time saving 

process. 

In recent years sites like snap dialect had grown rapidly in 

this field. This application is designed with features like 

placing orders, add modify delete and cancel orders from the 

list, subscription option for receiving latest deals to email. 

In this project, we propose a secure online shopping 

system that gives the Internet users the confidence to use their 

online shopping cards or their credit cards without the need to 

worry about the hackers or the online shopping frauds. 
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This is a web application used by a company to sell 

products through internet. Customer can select and place order 

for a product, which are then delivered to the customer. Upon 

the delivery of the product customer is expected to pay. 

Extending the original database for sensitive item set 

hiding is proved to provide optimal solutions to an extended 

set of hiding problems compared to previous approaches and 

to provide solutions of higher quality. 

Moreover, the application of binary integer 

programming enables the simultaneous hiding of the 

sensitive item sets and thus allows for the identification of 

globally optimal solutions. 

 

II. SYSTEM STUDY 

 

EXISTING SYSTEM: 

The hiding process is guided by the need to maximize the 

data utility of the sanitized database by introducing the least 

possible amount of side effects, such as, 

The hiding of no sensitive patterns or 

 

The production of frequent patterns that were not existent in 

the initial data set (ghost item sets). The released database, 

which consists of the initial part (original database) and the 

extended part (database extension), can guarantee the 

protection of the sensitive knowledge, when mined at the 

same or higher support as the one used in the original 

database. 

 

THE PROPOSED SYSTEM: 

 

To properly introduce the hiding methodology, one needs 

to consider the existence of three databases, all depicted in 

binary format. They are defined as follows. Database DO is 

the original transaction database that, when mined at a certain 

support threshold msup, leads to the disclosure of some 

sensitive knowledge in the form of sensitive frequent patterns. 

This sensitive knowledge needs to be protected. . Database 

DX is a minimal extension of DO that is created by the hiding 

algorithm during the sanitization process, in order to facilitate 

knowledge hiding. . Database D is the union of database DO 

and the applied extension DX and corresponds to the sanitized 

outcome that can be safely released. 

To accomplish the hiding task, the proposed approach 

administers the sanitization part by formulating a Constraint 

Satisfaction Problem (CSP) and by solving it through Binary 

Integer Programming (BIP). 

 

III. SYSTEM DEVELOPMENT 

DESCRIPTION OF MUDELS: 

 

➢ ADMIN 

 

• Add Products 

 

• Customer Details 

 

• Purchase Details 

 

• Exact Knowledge view 

 

• Delivery Report 

 

➢ USER 

• Search Item 

 

• Buy Product 

 

• Extend Database 

 

• Knowledge Database 

 

• Binary Integer Programming 

 

➢  
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➢ ADMIN 

1) Add Product: 

2) Admin can add Products for user using Product ID. 

When Authenticated user can process and create account. 

After creating an Admin will activate their Account. After 

Activation only the user can process using that User id. 

3) Customer Details: 

After Activation Admin can view the details of the 

customer and he can modify User details. 

4) Purchase Details: 

After Activation Admin can view the details of purchased 

items with user ID and Product ID 

5) Exact Knowledge View: 

Admin can retrieve the data from the duplicate database to 

get the original data. 

 

6) Delivery Report: 

After Purchasing, Admin will give away the delivery 

status like when the product will reach the user. 

➢ USER 

7) Search Item: 

User need to create an account for purchasing products. 

After creating account user can Search products using user id 

and with product id. 

8) Buy Product: 

After creation of account, User can purchase products with 

product ID. 

9) Extend Database: 

Database is extended called duplicate database in which 

the user information are 

stored. 

10) Binary Integer Programming: 

The Sensitive or secured data which is send by the user will 

be converted to binary format using Binary Integer 

Programming and will be stored in duplicate database. 

 

 

 

 

 

IV. OUTPUT SCREENS 

 
Login Form new user 

 

 

Registration form 

 

 

Login form existing  
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User home page 

 

 

Search product 

My Profile 

 

Shopping Demo 

 

 

V. CONCLUSION 

In this project, we have presented a novel, exact border-

based approach to sensitive knowledge hiding, through the 

introduction of a minimal extension to the original database. 

By exploiting the revised borders as well as the cover 

relationships among the item sets, we were able to minimize 

the set of item sets participating in the CSP, which provides a 

solution to the sensitive knowledge hiding. 
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The attained solution is identical to the one of solving the 

CSP involving the whole set of item sets. The proposed 

methodology is capable of identifying an ideal solution 

whenever one exists, or approximate the exact solution, 

otherwise. In this work, we provided insight on various topics, 

such as the minimum expansion of the original database, the 

validation of the constructed transactions, and the treatment of 

sub optimality in solutions. 

A partitioning approach was introduced to improve the 

scalability of the algorithm. Finally, through experiments we 

demonstrated that the solutions of this algorithm are typically 

of higher quality than those produced by other state-of-the-art 

approaches. 
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