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Abstract - The main aim of the application is to retrieve data 

even if it is not accessed for a long time. In most of the 

applications, once the data is saved and if it is not accessed for a 

certain period of time, there is a chance for loss of the data. This 

can be avoided in our application. It is user friendly and can be 

easily used by all the users. It is self-service, secured 

application. This application has a data base that stores text files 

of the user along with the mail ID of the person by whom the 

details of the user can be viewed. This application makes the 

easiest and fastest way to upload the documents in an encrypted 

manner. The application has a key feature that the data are 

stored in an encrypted manner. The mail ID of the person whom 

the user trusts and wishes to disclose the details of the data has 

to be given so that, in case, if the application is not logged in for 

a certain period /time out, a message will be triggered to the 

corresponding mail Id. Therefore, the person can be able to log 

in with the credentials and they can view the files which has 

stored in Database. 

Keywords – Encryption, Cryptography, Mail Alert, Secured 

Data. 

1. INTRODUCTION 

The objective of this application will manage a file upload 

site.  The User can create a account. The User can upload its 

files or download the one already in the application uploaded 

by the user itself and also file securing with cryptography.  

When the user not accessing account long time, the user will 

receive an email alerting.   

Drawbacks: 

1. No security to protect files 

2. No encryption algorithm is used 

3. Files are stored anywhere as plaintext 

4. No security for file uploading and downloading 

5. Encryption and decryption are not possible 

6. Requires huge manpower 

7. Preventing data loss is too difficult 

8. Required output is not possible 

9. if user not accessed for a long-time user account, user 

can not receive any acknowledgment from existing 

software 

II. PROPOSED SYSTEM 

To overcome the existing issues, we recommend to use this 

application which uses JSP as front end and My SQL as 

backend. Data is very important for all of us and also everyone 

has some important data to keep it safe and secured. But at 

times, we lost them due to inactivity of our account. But in our 

application, it can be avoided.  User to upload files to web and 

others users can download the files from the web. The system 

makes the overall project management much easier and 

flexible. Various classes have been used for file uploading 

and down loading. The user information files can be stored in 

database which can be maintained by the system. This can 

give the good security for user information. Authentication is 

provided for this application only registered users can access. 

Features: 

1. In the proposed system all the drawbacks of the 

existing system are carefully analyzed and all the 

pitfalls are resolved in an effective and efficient 

manner.  

2. The Proposed System has been made with better 

user interactive screens.  The system is much user 

friendly and the end user will find it easy to do 

operations. 
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3. Encryption and decryption are possible in 

proposed system 

4. If user not accessed for a long-time user account, 

user can receive mail alert from this application. 

5.  

III. PROPOSED ARCHITECTURE DIAGRAM 

 

IV. OUTPUT SCREENS 

Home Page 

 
 

 

User Login 

 
 

User Registration 

 
 

 

 

 

User Login 

 
 

User Home Page 
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Upload Document 

 

 

 

Encrypt Data 

 

 

Encrypt Data 

 

 

 

Document Details 

 

Admin Login 
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View Files 

 

 

View Users 

 

 

 

V. CONCLUSION 

This project is designed in order reduce the burden 

of maintaining bulk of records of the user and secured data. 

Inserting, retrieving and updating the patient details of are 

easy when it is compared to the offline and storing. 

Maintaining the project is also easy which can be easily 

understandable. Maintaining the details in the database is 

manageable.  The generation of reports are computerized and 

quick easier then when done offline. Appropriate messages 

are displayed to assist to user whenever necessary. Input 

screens are simple and easy to understand. This project is 

consistent and useful one. This application has been 

developed to meet almost all the requirements of the user.  
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